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The article is dedicated to examining the grounds and procedure for the participation of parties and other participants in criminal proceedings
during court hearings via videoconference, particularly with the use of personal technical devices during the period of martial law in Ukraine.
It outlines international standards for ensuring the participation of parties and other participants in criminal proceedings during court hearings
via videoconference, based on the legal positions of the European Court of Human Rights and the Guidelines on Videoconferencing in Judicial
Proceedings, adopted by the European Commission for the Efficiency of Justice (CEPEJ) at its 36th plenary meeting (June 16-17, 2021).

Attention is drawn to the fact that all guarantees of a fair trial provided by the Convention for the Protection of Human Rights and Fundamental
Freedoms apply to remote hearings in all types of judicial proceedings. The key elements include the right to effective access to a court, fairness
of the proceedings, adversarial nature of the process, equality of arms, proper handling of evidence, adequate time to prepare and access
materials, the court’s decision within a reasonable time, data protection, and risk management. It is emphasized that it is the court that must
decide, within the framework of applicable law, whether a hearing should be held remotely to ensure overall fairness of the proceedings.
The court must also ensure the party’s right to effective legal assistance during all stages of the judicial process, including the confidentiality
of communication with their lawyer.

The article also analyzes judicial practice of local and appellate courts, as well as the Criminal Cassation Court of the Supreme Court,
regarding the grounds and procedure for the participation of parties and other participants in criminal proceedings during court hearings via
videoconference, particularly with the use of personal technical devices during the period of martial law in Ukraine.
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CratTs npucesiyeHa po3rnagy MiacTas Ta MOpsAKY Y4acTi CTOPIH Ta iHLWMX YYaCHWKIB KpUMIHAMBbHOrO MPOBAAXEHHS Mif Yac Cy[0BOro npo-
Ba/PKEHHS Y PeXUMi BileOKOH(epeHL3B’ 3Ky, 30KpeMma i3 3aCTOCYBaHHSM BACHUX TEXHIYHMX 3acobiB Nif Yac Aji BOEHHOro cTaHy B YkpaiHi. B Hin
OKpecrieHi MiXHapoaHi cTaHAapTV 3abe3neyeHHst y4acTi CTOPiH Ta HLWMX YY4aCHUKIB KPMMIHANbHOTO NpOBafXXEeHHS Nif Yac CyAoBOro nposa-
[DKEHHS1 Y peXvMI BieokoHepeHL3B'sI3Ky Ha OCHOBI NPaBOBMX NO3ULi €BpONenNcbKOro cyay 3 npas NioguHu Ta KepiBHWUTBA LLOA0 NPoBeAeHHS
CyAOBMX NPOBaPKEHb Y PEXMMI BiA€OKOHMEpeHLii, 3aTBEpAXXEeHOro €BPONENCLKOI0 KOMICIEIO 3 NnTaHb edekTnBHocTi npaBocyaas (CEPEJ) Ha
36-my nneHapHoMy 3acigaHHi (16—17 yepsHs 2021 p.).

3BepHyTO YyBary, Wo Bci nepeabayeHi B KoHBEHLIi Npo 3axucT npaB NOAMHM Ta OCHOBOMOMOXHMX CBOOOA rapaHTii cnpaBeafMBoro cyay
3aCTOCOBYIOTLCA A0 AUCTaHLAHUX CMyXaHb Y MeXax BCix CyAoBWX NpoBagxeHb. OCHOBHUMM enemMeHTamMu € NpaBo Ha eheKTVBHUIA AOCTYN A0
cyay, CpaBeaAnyvBiCTb MPOBaMXEHHs, 3MaranbHUA xapakTep Npouecy, PiBHICTb CTOPIH, HAaNeXHe MOBOAKEHHS 3 JoKa3aMu, Yac Ha NiaroToBKy
martepianis i JOCTYN A0 HKX, YXBaNEHHsS CYAOM PilLeHHS MPOTArOM PO3YMHOrO CTPOKY, 3aXWUCT AaHWX i kepyBaHHS puankamu. [MigkpecnioeTbes,
Lo caMe CyA: Mae BUPIlLYBaTW B MeXax YMHHOMO 3aKOHOAABCTBA, YK NEeBHE CryXaHHS ChiA NPOBOAUTW B AUCTaHLINHOMY pexuMi, o6 3abes-
NeYnTy 3aranbHy crnpaBeaMBiCTb NPOBAKEHHS; Mae 3abe3neqnTn JOTPUMaHHA Npasa CTOPOHW Ha ePeKTMBHY AOMOMOrY aABoKaTa nig vac ycix
CyAOBMX NPOBAAXEHb, Y TOMY YMCIi KOHMDIAEHUINHICTb IXHBOIO CRifIKyBaHHS.

[ocnigxeHo cyaoBy NpakTUKy MicLeBuX, anensuinHmnx cyais Ta KacauinHoro kpumiHanbHoro cyny BepxosHoro Cyay wopao nig-
CTaB Ta NOPSAAKY y4acTi CTOPIH Ta iHLLKMX YYACHMKIB KPUMIHANbHOrO MPOBaMKEHHS Mif, Yac Cy[0BOroO PO3IMsAAy Y PEXMMI BieOKOHMEPEHLI3B A3KY,
30Kpema i3 3aCTOCyBaHHSIM BAaCHUX TEXHIYHKX 3acobiB nia Yac Aii BOEHHOro cTaHy B YkpaiHi.

Kno4oBi cnoBa: cynoBuii po3rmsg, BiAeoKoOH(EepeHL3B A30K, BNacHi TEXHIYHI 3aC0bM, y4aCHUKM KPUMIHAINbHOMO NPOBAaXKEHHS, MidK-
HapOAHi CTaHA4apTU, BOEHHWUI CTaH.

At the onset of the rf’s military invasion of the territory
of Ukraine, the provisions of the CPC of Ukraine did not
provide for the possibility of holding court sessions by vid-
eoconference using one’s own technical means (Article 336,
paragraph 20-5 of the Transitional Provisions of the CPC),
in contrast to civil, commercial, and administrative proceed-
ings (parts 2—4 of Article 212 of the Civil Procedure Code
of Ukraine, Article 197 of the Commercial Procedure Code
of Ukraine, Article 195 of the Code of Administrative Pro-
cedure of Ukraine). Meanwhile, already on March 2, 2022,
the Council of Judges of Ukraine published “Recommenda-
tions on the work of courts under martial law,” pursuant to
paragraph 10 of which “if, for objective reasons, a participant
in proceedings is unable to take part in a court session by vid-
eoconference (hereinafter — VCC) using the technical means
specified by the CPC of Ukraine, as an exception, one should
allow such participant to join the court session by VCC via any

other technical means, including his or her own. If the case is
heard by a panel of judges and the judges cannot assemble in
one courtroom, it is permissible to hear the case from different
court premises, including using personal technical means” [1].
In addition, on March 3, 2022, the Supreme Court published
Letter No. 1/0/2-22 “On certain issues of conducting criminal
proceedings under martial law” [2], which in p. 7 reproduced
the content of paragraph 10 of the CJU recommendations but
exclusively regarding the right of participants in the proceed-
ings (but not judges) to participate in a court session by vid-
eoconference, including by means not envisaged in the CPC.
It appears that this partial reproduction of the CJU recommen-
dations in the Supreme Court’s letter is not accidental, given
that there is an opinion that introducing remote hearings in
the criminal jurisdiction should be avoided because it raises
questions of trust in the court, secrecy of the deliberation room,
and the perception of a decision reached remotely, etc [3]. In
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turn, during regular consultations with Council of Europe
experts on legislative initiatives concerning remote judicial
proceedings in Ukraine under martial law or a state of emer-
gency, members of the High Council of Justice (hereinafter —
HCJ) emphasized that the HCJ supports the draft legislation
aimed at promptly introducing remote justice under martial
law. At the same time, the HCJ members stressed the urgent
need to address this matter because the HCJ has already
received several disciplinary complaints against judges who
administered justice during active combat from the premises
of other courts located in safer regions of Ukraine. Specifically,
some participants in these cases believe that, despite resolv-
ing urgent procedural issues, judges violated ethical standards
and the provisions of criminal procedural legislation.

Meanwhile, court practice on this issue was inconsis-
tent. Thus, some judges denied motions by the defense to
allow their participation in a court session by videoconfer-
ence on the grounds that they: did not provide exceptional
objective circumstances justifying such a hearing by video-
conference outside the court premises, contrary to the provi-
sions of Article 336 of the CPC of Ukraine [4]; did not cite
circumstances from which one could conclude that it was
impossible for the suspect’s defense counsel to appear in per-
son at the location of the court, simply referring to the court’s
territorial remoteness as a sufficient ground that prevented in-
person appearance and pointing to the introduction of martial
law throughout Ukraine [5]. Others, in contrast, granted such
motions, relying on the above-mentioned provisions of Letter
No. 2/0/2-22 of the Supreme Court of March 3, 2022, “On cer-
tain issues of conducting criminal proceedings under martial
law,” as well as on the need to meet the requirements of crimi-
nal procedural legislation for hearing criminal proceedings
within a reasonable time [6].

This problem was resolved by Law of Ukraine No. 3604-1X
of February 23, 2024, “On Amending the Criminal Procedure
Code of Ukraine regarding ensuring the phased introduction
of the Unified Judicial Information and Telecommunication
System” [7], which amended, inter alia, Article 336 of the CPC.
Under these revised provisions, the substantive grounds for
conducting court proceedings by videoconference during
transmission from another premises, including one located
outside the court premises (remote court proceedings), are:
(1) the inability of a participant in criminal proceedings
to appear in court in person because of health issues or for
other valid reasons; (2) the need to ensure participants’ safety;
(3) the need to examine a minor or juvenile witness or vic-
tim; (4) the need to take such measures to ensure the prompt-
ness of court proceedings; (5) the introduction of martial
law or a quarantine established by the Cabinet of Ministers
of Ukraine; (6) the existence of other grounds that the court
deems sufficient (part 1 of Article 336 of the CPC).

The procedural basis for conducting remote court proceed-
ings is the court’s decision to conduct remote proceedings,
which it may adopt on its own initiative or upon the motion
of a party or other participants in the proceedings (part
2 of Article 336 of the CPC). A participant in the proceedings
must file amotion to participate in a hearing by videoconference
outside the court premises at least five days before the hearing.
A copy of the motion must be sent within the same time frame
to the other participants (part 4 of Article 336 of the CPC). If
aperson who will participate remotely is held in a pretrial deten-
tion facility or correctional institution, the actions specified in
part 4 of Article 336 of the CPC are carried out by an authorized
official of such institution (part 9 of Article 336 of the CPC). If
a party to the proceedings or the victim objects to remote court
proceedings, the court can decide to proceed remotely only by
a reasoned ruling explaining its decision. The court may not
decide to conduct remote proceedings in which the accused is
located outside the court premises if the accused objects to it,
except in cases of remote proceedings under martial law (part
2 of Article 336 of the CPC).

Technical means and technologies used in remote proceed-
ings must ensure adequate video and audio quality, compli-
ance with the principle of publicity and openness of court
proceedings, as well as information security. Participants
in criminal proceedings must have the opportunity to hear
and see the hearing in real time, to ask questions and receive
answers, and to exercise all their procedural rights and obliga-
tions under the CPC (part 3 of Article 336 of the CPC).

Participants in criminal proceedings participate in a court
hearing by videoconference outside the court premises using
their own technical means and a qualified electronic signature
according to the requirements of the Regulation on the Uni-
fied Judicial Information and Telecommunication System and/
or provisions governing the operation of separate subsystems
(modules) of the Unified Judicial Information and Telecom-
munication System (part 5 of Article 336 of the CPC). The
participant who files the corresponding motion assumes
the risk of any technical impossibility of participating in
a videoconference outside the court premises using his or her
own technical means, any interruption in communication, etc.
(paragraph 1 of part 6 of Article 336 of the CPC). If a techni-
cal impossibility or a communication breakdown occurs for
a participant in criminal proceedings whose presence is man-
datory, the court must adjourn the hearing (paragraph 2 of part
6 of Article 336 of the CPC). If the technical impossibility or
loss of communication has signs of an abuse of rights aimed
at delaying the hearing, the court may, by a reasoned ruling,
deprive that participant of the right to participate by video-
conference using personal technical means in that criminal
proceeding (paragraph 3 of part 6 of Article 336 of the CPC).

Moreover, the court may enter a ruling on the partici-
pant’s involvement in the hearing by videoconference in
the courtroom under the procedure prescribed by part
8 of Article 336 of the CPC. Examination of a witness, vic-
tim, or expert in a court hearing by videoconference may be
conducted only in a courtroom designated by the court. As
an exception, in conditions of martial law or a state of emer-
gency, the court may examine a witness or victim by video-
conference outside the court premises using personal techni-
cal means under paragraphs 4—6 of Article 336 of the CPC
(paragraph 1 of part 7 of Article 336 of the CPC). If the indi-
vidual who will participate in the proceedings remotely
is located in premises within the territorial jurisdiction
of the court or within the city where the court is located,
the court bailiff or court session secretary of that court must
provide that person with a memo about his or her proce-
dural rights, verify his or her identity documents, and remain
with that person until the hearing ends (paragraph 2 of part
7 of Article 336 of the CPC).

If the individual who will participate remotely is located in
premises outside the court’s territorial jurisdiction and outside
the city where the court is located, the court, by a ruling, may
instruct the court of that jurisdiction to perform the actions
specified in part 7 of this article. A copy of the ruling may
be transmitted by e-mail, fax, or other means of communi-
cation. The court receiving such an instruction, in coordi-
nation with the court that issued it, must, within the speci-
fied timeframe, arrange to carry out the instruction (part
8 of Article 336 of the CPC).

The course and results of procedural actions conducted by
videoconference are recorded using video and audio record-
ing equipment. The video and audio recordings of the vid-
eoconference are preserved in the materials of the criminal
proceedings as provided by the Regulation on the Unified
Judicial Information and Telecommunication System and/or
provisions governing the operation of separate subsystems
(modules) of the Unified Judicial Information and Telecom-
munication System (part 10 of Article 336 of the CPC). A pro-
tected person may be examined by videoconference with such
changes to appearance and voice that make it impossible to
identify him or her (part 11 of Article 336 of the CPC).
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Under Article 336 of the CPC, remote court proceedings
may be conducted in the courts of first, appellate, and cassation
instance during proceedings in any matters under the court’s
jurisdiction (part 12 of Article 336 of the CPC).

It should be noted that these provisions
of Article 336 of the CPC fully conform to the ECtHR’s legal
positions on the accused’s participation in court hearings by
videoconference, namely:

— The accused’s participation in proceedings by video-
conference does not violate the Convention; however, the
use of this measure in any particular instance must serve a
legitimate purpose (“Marcello Viola v. Italy” (2006), § 67)
(the applicant’s participation in the appeal hearing by video-
conference pursued legitimate objectives under the Conven-
tion: preventing disturbances and crime, as well as protecting
witnesses and victims’ rights to life, freedom, and security,
observing the requirement for a “reasonable time” in the pro-
ceedings (§ 72)) [8].

— Measures enabling testimony must meet the require-
ments of due process set out in Article 6 of the Convention
(“Marcello Viola v. Italy” (2006), § 67) [8].

— The accused must be able to follow the proceedings,
be heard without technical hurdles, and have effective and
confidential communication with counsel (Grigoryevskikh v.
russia, 2009, § 83 [9]). Poor courtroom acoustics and hear-
ing problems may constitute grounds for finding a violation of
Article 6 of the Convention (Stanford v. the United Kingdom,
2002, §§ 26, 29) [10].

— National authorities must provide sufficient grounds if
they decide that the accused will participate in the court hear-
ing by videoconference (“Medvedev v. russia” (2017), § 30).

— An individual accused of a criminal offense should, as
a general principle based on the concept of a fair trial, have
the right to be present at the hearing in the first instance court
(“Sakhnovskiy v. russia” (GC, 2010), § 96) [11].

— The interests of justice require that for a fair hearing,
applicants appearing by videoconference be represented
by counsel, especially when a state prosecutor participates
in the hearing (Shulepov v. russia, 2008, §§ 34-36; Slash-
chev v. russia, 2012; Grigoryevskikh v. russia) [11;12]. In
“Sakhnovskiy v. russia,” the ECtHR stressed the need to
ensure adequate time and facilities for attorney-client con-
sultations when the accused appears by video link. The ac-
cused’s right to communicate with counsel without fear of
being overheard by a third party is one of the basic require-
ments of a fair trial under Article 6 § 3(c) of the Convention.
If counsel cannot speak to his or her client unsupervised
and provide confidential instructions, his or her assistance
would lose much of its usefulness, whereas the purpose of
the Convention is to guarantee practical and effective rights
(Sakhnovskiy v. russia, §§ 97, 102, 104; Zagaria v. Italy,
2007) [11; 13].

When applying the provisions of Article 336 of the CPC,
investigating judges and judges must consider the requirements
of the Guide to Videoconferencing in Judicial Proceedings
[14], adopted by the European Commission for the Efficiency
of Justice (CEPEJ) at its 36th plenary meeting (June 1617,
2021), which outlines a number of key measures that states
and courts should take to prevent undermining the right
to a fair trial guaranteed by Article 6 of the Convention
and to ensure compliance with Convention requirements for
the protection of individuals in connection with the automated
processing of personal data. Among them, in the context
of our study, one can highlight the following: fundamental
principles and procedural aspects of videoconferencing
from the perspective of the right to a fair trial (the right to
active participation; identification and privacy; publicity
and recording; witnesses and experts; evidence; interpreters;
the accused’s active participation; representation),
organizational aspects of videoconferencing. Let us consider
each in turn.

Fundamental principles of videoconferencing from
the perspective of the right to a fair trial

All the safeguards of a fair trial set out in the Convention
apply to remote hearings in all judicial proceedings. Key
elements are the right to effective access to the court, fairness
of the proceedings, adversarial nature, equality of the parties,
proper handling of evidence, adequate time to prepare materials
and access to them, and a court decision within a reasonable
time, along with data protection and risk management. States
should establish legislation ensuring clear grounds for courts
to hold remote hearings within judicial proceedings.

It is the court’s role, within the bounds of current
legislation, to determine whether a given hearing should be
held remotely to ensure overall fairness.

The court must ensure the party’s right to effective
counsel in all judicial proceedings, including confidentiality
of communication between counsel and client.

Procedural aspects of videoconferencing from
the perspective of the right to a fair trial

Decision to hold a remote hearing

(1) States should ensure that the law provides courts
with sufficiently broad grounds in each individual case to
decide whether a hearing may or should be held remotely; (2)
drawing on the country’s legislation, the court must determine
whether a remote hearing is justified and appropriate based on
the specific circumstances of the case and explain its decision;
(3) parties should have an opportunity to discuss with the court
such issues as whether a hearing can or should be held remotely,
what specific measures are required to organize it, concerns
about safety, and the possibility of requesting an in-person
hearing with reasons; (4) the decision should be subject to
appeal before a competent authority as per national law.

Right to active participation

(5) The court should allow participants to verify audio
and video quality either before the hearing (for example,
through a self-test) or at the beginning so each participant can
familiarize themselves with the videoconferencing platform
features.

(6) During the remote hearing, the court must continuously
monitor video and audio quality to minimize technical
malfunctions that could affect the parties’ right to active
participation.

(7) The court must ensure that everyone involved,
including members of the public if the hearing is open, can see
and hear the remote proceedings.

(8) When deciding on remote proceedings and their
practical aspects, the court must consider the circumstances
and difficulties of vulnerable individuals such as children,
migrants, or persons with disabilities.

(9) The court must suspend the hearing in the event
of a technical malfunction until it is resolved, depending on its
nature. Such suspension should be documented in the record
of the remote hearing.

Identification and privacy

(10) All participants in a remote hearing must be identified
by the court. Means of identification must clearly comply with
current law and not be overly intrusive or burdensome.

(11) Participants’ privacy must be properly safeguarded,
and the court should take measures to mitigate any risks to it.
All necessary measures to eliminate privacy violations must
be adopted.

Publicity and recording

(12) The court must preserve the hearing’s openness when
holding it remotely by having a consistent procedure for
public attendance. An open remote hearing might be achieved
by letting the public join live or by posting recordings on
the court’s website.

(13) Without prior court authorization, no photography,
recording, broadcast, or other distribution of any part
of the remote hearing (including audio recordings) may be
permitted.
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Witnesses and experts

(14) Within the limits permitted by national law,
the examination of witnesses and experts at remote hearings
should be conducted as closely as possible to the way it is done
in open court.

(15) Appropriate organizational measures should be
carefully considered to ensure the integrity of remote hearings
and to prevent pressure or influence on witnesses or experts.

Evidence

(16) The court must provide instructions on the procedure
participants should follow to submit documents or other
materials during a remote hearing.

(17) Organizational measures should be taken to allow
all participants to see and/or hear materials presented during
the remote hearing.

(18) The submission of new motions, arguments,
and/or evidence during a remote hearing must respect
the adversarial principle, and the court must ensure the right
to counterevidence.

Interpreters

(19) If an interpreter is needed for a remote hearing,
preference should be given to the interpreter being physically
next to the participant who does not speak the court’s language.

(20) The interpreter must maintain proper visual contact
with the individual whose speech he or she is interpreting
throughout the hearing.

Legitimate purpose

(21) If the law does not require obtaining the defendant’s
free and informed consent, the court’s decision that he or she
participate in a remote hearing must serve a legitimate pur-
pose.

(22) In criminal proceedings, a legitimate purpose
of a remote hearing should be based on values such as main-
taining public order, protecting health, preventing crimes,
and safeguarding the right to life and freedom of witnesses
and victims of crimes. The court may consider meeting
the requirement for a hearing within a reasonable time, includ-
ing in stages after the first instance.

Active participation of the accused

(23) The video link must enable the accused to see and hear
the remote hearing, including the other parties, judges, wit-
nesses, and experts. The participants must be able to see
and hear the accused.

(24) The court must respond to any technical defects
reported by the accused. Before the hearing, the accused
should be informed how to alert the presiding judge about
a technical issue (e.g., designating an official representative
stationed near the accused or using a button in the videocon-
ferencing software).

(25) In the event of ongoing unacceptable behavior by
the accused, the court must first warn him about the right
of the court to mute, interrupt, or suspend his video feed before
deciding to do so.

(26) If the accused is muted, the court must ensure that his
representative can continue to provide legal assistance during
the remote hearing and proceedings as a whole.

Representation

(27) The accused must have effective access to representa-
tion before and during the remote hearing, including the right
to consult privately with counsel before the hearing.

(28) If the defense attorney is absent, the court must
adjourn or suspend the remote hearing. The court must take
all necessary steps to protect the accused’s right to a defense,
including appointing counsel ex officio if needed.

(29) The accused must be able to communicate with
counsel and exchange confidential instructions without over-
sight. No other persons may be present in the room where
the accused is located during such exchanges.

(30) The accused must be able to communicate with coun-
sel through a secure system. Confidentiality of these commu-
nications must be guaranteed. The secure line of communica-

tion, separate from the court video link, must be protected by
attorney-client privilege.

(31) Specific organizational measures should be taken
to protect the confidentiality of communications between
the accused and counsel if an interpreter is used.

Organizational aspects of videoconferencing

(36) The court must promptly notify participants
of the technical requirements, including the date, time (taking
into account different time zones), location, and conditions for
the remote hearing.

(37) The court must ask participants to ensure they have
areliable video connection of adequate quality, as well as suit-
able lighting for effective remote participation.

(38) If possible and necessary, the court should schedule
a test videoconference before the remote hearing to explain
how it will be conducted, what technology will be used,
and other relevant questions.

(39) The court and participants must join the videoconference
in advance of the hearing to address any technical problems.

(40) The court must inform everyone about potential tech-
nical and other difficulties that may arise and remind them not
to speak too much and to mute their microphones when not
speaking.

(41) Depending on national legislation requirements, par-
ticipants may join remote hearings from courthouses, places
of detention, law firms’ premises, or other secure locations.
The hearing environment and equipment must guarantee
the integrity of the statements of all participants, particularly
those in vulnerable circumstances.

Additionally, the Cassation Criminal Courtofthe Supreme
Court of Ukraine has formulated a number of legal positions
on the grounds and procedure for hearing criminal proceed-
ings by videoconference. The main ones are as follows:

1. Holding a court session by videoconference is one
of the forms of personal participation in a court session, as
the individual can, in real time, follow the hearing, respond
to statements or actions, express his or her position, ask ques-
tions, and use all the rights provided by law [15].

2. A court decision to hold remote proceedings is rendered
in the form of a ruling. Holding a court session by telephone
with a defense attorney whose presence is mandatory is not
provided for in the CPC and prevents the court from properly
verifying the participant’s identity, explaining his or her rights
and obligations, and violates the accused’s right to a defense
[16].

3. When deciding on remote proceedings under martial
law if the accused objects (part 2 of Article 336 of the CPC),
the court must issue a reasoned ruling giving justification
and motives, specifically regarding the circumstances obstruct-
ing the accused’s in-person participation in court. A systematic
interpretation of Article 336 of the CPC indicates imperative
provisions concerning the accused’s right to appear in court in
person, which cannot be restricted except for remote proceed-
ings under martial law and the resulting obstacles [17].

4. A court’s decision to hold remote proceedings in which
the accused is located outside the court if he has requested
personal appearance, other than in instances of martial law,
constitutes a material breach of the requirements of criminal
procedure law under Article 412 of the CPC. If an accused’s
health condition prevents him from attending in person or
poses a threat or danger to the health of others, measures
should be taken to postpone the hearing for as long as is objec-
tively necessary to resolve these issues. If the threats cannot be
overcome, under Article 336 of the CPC, the court must render
a reasoned ruling explaining the need to hold the hearing by
videoconference [18].

5. Under martial law in Ukraine, an appellate court’s hold-
ing a hearing with the accused participating by videocon-
ference, even if the accused asked to attend in person, does
not violate his right to defense and is consistent with part
2 of Article 336 of the CPC [19].
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An analysis of judicial practice shows that after amend-
ments to the CPC, the majority of requests by the defense,
prosecution, victims (or their representatives), and witnesses
to participate in court sessions via videoconference using per-
sonal technical means in the EasyCon subsystem are granted
by judges. Among the circumstances evidencing grounds for
such decisions are:

— The prosecutor’s workplace is far from the court, and it
is impossible to arrive timely for the hearing [20].

— Advanced age of a witness, and the introduction of mar-
tial law in Ukraine starting on February 24, 2022, due to the
armed aggression by the rf [21].

— The defense attorney or accused being abroad for fam-
ily reasons, preventing their personal appearance in court (in-
cluding for videoconferencing at another courthouse) while
needing to meet the requirement of a reasonable time for con-
sideration and ensuring the accused’s right to a defense (the
defense attorney explained that his wife’s treatment is ongoing
in Sweden, thus preventing personal attendance; the accused
indicated that due to martial law, he evacuated to the UK with
a minor child) [22].

— The defense attorney or accused is located outside the
city where the court sits or outside Ukraine on the day of the
hearing [23].

— The place of witnesses’ residence is far from the court;
martial law has been introduced by Presidential Decree No.
64/2022 of February 24, 2022, to ensure the safety of persons
and the reasonable duration of proceedings [24].

— The accused’s defense attorney or victim’s representa-
tive is occupied with other hearings [25].

— Active combat in certain regions where martial law is
introduced in Ukraine [26].

— Martial law in Ukraine, requiring the right to access to
justice and equality of participants before the law and court,
ensuring promptness of criminal proceedings [27].

Courts sometimes issue decisions on combined forms
of remote proceedings, for example: the defense attorney takes
part by videoconference using personal technical means in
the VCC service, while the accused participates from a guard-
house [28]; the defense attorney participates by videoconfer-
ence with personal technical means, while the accused joins by
videoconference with an other court [29]; the prosecutor joins
by videoconference using personal technical means, whereas
the suspect and attorney do so from another court [30]. The lat-
ter arrangement is likely to provide effective implementation
of the suspect’s or accused’s right to a defense.

In this context, it seems correct to support the practice
of those judges who, in the operative part of the ruling on con-
ducting a remote hearing:

— Caution the accused’s defense attorney that the partici-
pant who filed the motion assumes all risks of technical impos-
sibility, loss of connection, etc. when participating by video-
conference outside the court.

— Specify that the videoconference will be held via the
EasyCon application, which can be installed via a specific link;
that for participation in a court hearing by videoconference
outside the court premises, computer or smartphone equip-
ment with internet access must be used, enabling audio and
video; that the participant must pre-register using a personal
electronic signature on the official website of the judiciary at
a specified address and check his or her technical means to
confirm they meet system requirements; that the participant
must log in 10 minutes before the hearing, turn on devices (mi-

crophone, headphones, camera), and test them via the system,
then await the court session secretary’s invitation. They also
explain that the participant’s identity is verified by authorizing
in the system with an electronic signature [31].

—Judges (investigating judges) also render rulings
partially granting the motion to participate by videoconference
using personal technical means in the EasyCon subsystem, in
particular when:

— The prosecutor, at the hearing, moves to hold the crimi-
nal proceedings remotely for himself and witnesses because
of active combat in Ukraine, but the witnesses themselves do
not formally request participation by videoconference [32]. At
the same time, there are opposite rulings granting these mo-
tions without direct witness requests [33], and witnesses may
remotely attend from different courthouses [34].

— A witness files an unsubstantiated motion for a hearing
by videoconference outside the court premises, using personal
technical means, yet the investigating judge or court, accom-
modating the witness, schedules the hearing by videoconfer-
ence from another court.

If a suspect or accused person is held in a pre-trial detention
facility or a penal institution, they may also submit a motion
for a court hearing to be conducted via video conference. As
a rule, such motions are granted by investigative judges or
judges [35]. The individual can participate from the institution
with its technical means and a personal qualified electronic
signature [36]. If the individual lacks a personal qualified
electronic signature, he or she may take part in the hearing
by videoconference using the institution’s electronic account
or that of an authorized official. The institution provides tech-
nical feasibility, good image and audio quality, information
security, etc. In doing so, the judge instructs an authorized
individual at the correctional facility to ensure the suitable
quality of equipment and technology used for remote proceed-
ings, present the accused with a memo of his procedural rights,
verify his identification documents, and remain with him until
the preparatory hearing ends.

Courts deny motions to appear by videoconference using
personal technical means in the EasyCon subsystem when:

—According to the “Web Program for Booking
Videoconferencing Systems,” there is no technical possibility
to hold a videoconference with another court at the hearing
time because that court starts its working day later.

— The accused or attorney has submitted an unsubstantiated
motion to participate by videoconference outside the court
solely citing the accused’s presence outside Ukraine and the
introduction of martial law, without providing evidence of
objective circumstances making attendance impossible.

It appears that deciding whether to hold a hearing by
videoconference is a right, not an obligation, of the court.
Part 2 of Article 336 of the CPC does not require a court
session by videoconference whenever a party files a motion.
Moreover, the law does not define an exhaustive list of cases
in which the court may permit an individual to participate
by videoconference, so the need for it is determined in each
instance, considering the circumstances of the case, its
complexity, and the necessity for statements from participants
who cannot attend due to health or other reasons beyond their
control, but whose participation is mandatory. Scheduling
a court session by videoconference should be a measure of last
resort, used when objective reasons prevent a participant from
appearing in person but his or her attendance is needed to
establish all the facts of the case.
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