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Y cTaTTi po3rnsHyTO TpaHcopMaLlito METOAOoNOrii KPMMIHANBLHOrO aHanidy B yMOBax 3pOCTaHHS kKibepaarpos, 3ymoBneHy LudpoBisaLieto
CycninbCTBa, eckanavjieto Kibep3noYMHHOCTI Ta aKTMBHUM BUKOPUCTAHHAM 3MOYMHLSMU Cy4acHUX iHOpMaLiiHAX TEXHOMOTIN, 30Kpema LUTyY-
HOrO IHTEMNEKTY Ta MaLUMHHOTO HaBYaHHS. MpoaHaniaoBaHO AMHAaMIKY Kibep3nounHiB y CBITi Ta B YkpaiHi, 3 aKLUEHTOM Ha BUKIMKK, LLO BUHUKAIOTb
y nepioa noBHomacLUTabHoi 36pOIHOI arpecii Ta 3pocTaHHs KinbKOCTi aTak Ha 06’€KTW KPUTUYHOT IHDPaCcTPYKTypH.

OB6rpyHTOBaHO OOMEXEHICTb TPaAMUINHUX peakTUBHUX NiAXOAIB 40 KPUMIHANbHOro aHanidy Ta HeoOXiOHICTb mepexogy 00 NPOaKTUBHMX
i NPOrHOCTMYHNX Mogenen. 3HayHy yBary NpuaineHo poni undpoBoi KPUMiIHAMICTUKK SIK KMIOYOBOTO enemMeHTa Cy4acHOro KpUMiHanbHOro aHaniay,
30KpeMa KOMM'I0TePHOI, MOBINbHOI Ta MEPeXeBOi KPUMIHAMICTMKKN, a TakoX 0CobnMBOCTAM poboTu 3 Benukummn obcsramm umMdpoBux OoKasis,
LUNcppyBaHHAM | TEXHOMOTIIMW @HTU-KPUMIHANICTUKN. PO3rMsHYTO TEXHIYHi, NPaBOBi Ta €TUYHI BUKIUKW, MOB’sI3aHi 3 TPAHCKOPAOHHUM XapakTe-
pPOM Kibep3noYMHHOCTI Ta 3aCTOCYBaHHAM aBTOMAaTU30BaHMX aHaNTUYHUX iHCTPYMEHTIB.

MpoaHanizoBaHO MOXMUBOCTI iHTErpaLii LUTYYHOTO IHTENEKTY, MALLMHHOMO HaBYaHHS Ta reHepaTUBHWUX MOZENe y MPoLEeCY BUSIBINEHHS, aHa-
nisy Ta nporHo3yBaHHs kibep3arpos, 3okpema y cdepi 60poTbbu 3 ilIMHIOM, BTOPrHEHHAMMW B Mepexi Ta aBToMaTu3oBaHuMu atakamu. Ha
OCHOBi MiDXHApOAHOrO # HauioHanbHOro JoCBiAy chopMyrnboBaHO pekoMeHAalii Wofo BAOCKOHANEeHHs METOAONOrii KpUMiHanbHOro aHaniay,
PO3BUTKY MiXBIQOMYOI Ta MiXXHAPOAHOI CriBnpaLli, @ TakoX NigBULLEHHS NPOMECINHOI NiJroToBKM (haxiBLiB NPaBOOXOPOHHWX OpPraHis.

KntouyoBi cnoBa: kpuMiHanbHUI aHanis, kibep3arposau, Kibep3noYnHHICTb, LMdPoBa KPUMiHANICTVKA, LUTYYHUIA IHTENEKT, MalLMHHE HaB4aHHS,
NPOrHOCTUYHa aHaniTvka, Kibepbeaneka.

The article examines the transformation of criminal analysis methodology under conditions of increasing cyber threats driven by the digitalization
of society, the escalation of cybercrime, and the active use of modern information technologies by offenders, particularly artificial intelligence
and machine learning. The dynamics of cybercrime at the global level and in Ukraine are analyzed, with a focus on the challenges arising during
the period of full-scale armed aggression and the growing number of attacks on critical infrastructure facilities.

The limitations of traditional reactive approaches to criminal analysis are substantiated, along with the need to transition to proactive
and predictive models. Particular attention is paid to the role of digital forensics as a key component of modern criminal analysis, including
computer, mobile, and network forensics, as well as the specifics of handling large volumes of digital evidence, encryption, and anti-forensic
technologies. Technical, legal, and ethical challenges associated with the transnational nature of cybercrime and the use of automated analytical
tools are also considered.

The possibilities of integrating artificial intelligence, machine learning, and generative models into the processes of detecting, analyzing,
and forecasting cyber threats are analyzed, particularly in combating phishing, network intrusions, and automated attacks. Based on international
and national experience, recommendations are formulated to improve criminal analysis methodology, enhance interagency and international
cooperation, and increase the professional training of law enforcement specialists.

Key words: criminal analysis, cyber threats, cybercrime, digital forensics, artificial intelligence, machine learning, predictive analytics,
cybersecurity.

IocranoBka mnpodiaemu. IlocranoBka mpodaemu. Ykpainu, y 2023 poui KinbkicTs Kibeparak 3pocia Ha 15,9%

CycrinpHi TpolleCM Ha HHUHIIIHBOMY €Tari PO3BUTKY Bif-
3HAYAIOThCS IHTCHCHUBHOIO IH(POBI3AIE0 Ta €CKalallier
KiGep3/104MHHUX NPOsBiB. 3a JAHUMU JIOCIIPKEHHS, OIMyOi-
koBaHoro y 2023 pomi, mobanbHi 30MTKH BiJl KiGep3a04nH-
HOCTI MOXKYTh focsartu 10,5 Tpunbiionis nosnapis CILA Ha pik
10 2025 poky, 10 3HAYHO TEPEBUILYE MOKA3HUK Y 3 TPHIIb-
Honu gonapiB y 2015 poui. B Vkpaini curyanis oco6muBo
3arocTpuiacs B YMOBax IOBHOMACHITa0HOI BIHH, KOJIU
y nepiiomy kBapram 2025 poky 3adikcoBano 341 miarsep-
JOKCHHH KIOSPIHIUACHT Ta OJM3bKO 6 THCSY KPUTHYHUX TTOIH
y chepi kibepbOesnexku [1]. 3a nanumu Jlepcrmen3ss’si3Ky
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nopiBHIHO 3 2022 pokoMm, gocsrHyBiH 2543 innuneHTis [13].
TpanuiiiiHi METOAM KPUMIHALHOTO aHali3y, sKi Oa3yBaiucs
Ha PEAaKTHMBHOMY TiJXOIi Ta MaHyaJbHOMY OIpalOBaHHI
JIOKa3iB, BUSBHIIMCS HeePEeKTHMBHUMH y OOpOTBOi 3 cywac-
HUMH Kibep3arpo3amu. 3pocTaHHs 00CSTIB IUPPOBHUX JAHHX,
HIBUIKICTh TIOIIMPEHHS Ki0eparak, TpaHCHAI[IOHAIBHUI
XapakTep 3JI0YHHIB Ta BAKOPUCTAHHSI 3MTOYHHIISIMU TIEPESIOBUX
TEXHOJIOT1H, BKIFOYAI0UH ITYIHUH 1HTEIEKT, BUMAraroTh Kap-
JIUHATILHOTO MEPEervIsily METOAO0JIOTIT KPUMIHAILHOTO aHai3y.
Oco0nMBOT aKTyambHOCTI 11 polieMa HaOyBae B KOHTEKCTI
TOTO, IO KiOEp3JIOYMHIII BCE YacTille 3aCTOCOBYIOTh METOIU
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MAaIIMHHOTO HaBYaHHS ISl CTBOPSHHS CKIIaIHUX (DilIMHIOBUX
cxeM, TUMnQeiKiB Ta aBTOMaTH30BAaHUX aTaK.

Meta pociif:keHHs1. MeToI0 CTaTTi € aHami3 Cy4acHUX
METO/IIB Ta IHCTPYMEHTIB KPUMIHAIBHOTO aHaNi3y B yMOBax
3pocTaHHs Kibep3arpos, JOCIHIPKEHHS THHOBALIMHUX ITiX0-
IB 10 BUSIBJICHHS, PO3CIiyBaHHS Ta 3armo0iranHs Kibepsio-
YHMHaM, a TaKoX (HOPMYIIOBAaHHS PEKOMEHAlliH 00 BIOCKO-
HAJICHHS] METOI0JIOT1 KPUMIHAJILHOTO aHAJli3y 3 YpaxyBaHHSAM
BUKJIHKIB IIU(POBOT EIOXH.

AHaui3 ocrannix mnyOuikaniii. IIpoGnemaruka Kpumi-
HaJIbHOTO aHaji3y B KOHTEKCTI Kibep3arpo3 akTUBHO AOCIIi-
JUKYETBCS SIK BITUN3HSHUMH, TaK 1 3apyOl’KHUMH HAyKOBIISIMU.
VY 2022 poui JlemapTaMeHT OIEpaTHBHO-PO3IIYKOBOT [Iisib-
HOCTi omyOmikyBaB (yHIaMEHTaJIbHE BUAAHHSA, IIPUCBSUCHE
TCOPETUYHUM Ta MPAKTUYHUM aCIeKTaM 3JiMCHEHHS KpUMi-
HAJIBHOTO aHali3y, /¢ OMHCAHO OCHOBHI aJTOPUTMH pOOOTH
KPUMIHAJIBHOTO aHAJITHKA B OINEPATUBHHUX IMiApO3/ijax,
a TaKOX METOAMKH POOOTH i3 Cy4aCHHUM MpPOrpaMHUM 3a0e3-
MEYSHHSM Ta iHpopMaliitHuMu pecypcamu [2]. JlocmipKeHHs
2023 poky, omyOmikoBaHE B XypHajii Sensors, MpHCBSYCHE
3aCTOCYBAaHHIO IITYYHOTO IHTENEKTY B KiOepOesrelli, JeMOH-
ctpye, mo lI-cucremu 3maTHI aHalli3yBaTH BEJHMKI 00CATH
JaHUX Yy peaJbHOMY 4Yaci, BUSIBISIOUM MiJO3pLIl MarepHU
Ta MIKIIJTMBE IPOrpaMHe 3a0e3Me4eHHs], 1110 3HAYHO ITiBHIIY€E
e(eKTHBHICTh KpUMiHATIBHOTO aHamizy [3]. Y 2024 poui BueHi
3 YuiBepcutery Okcdopna ta YHiBepcutety Hosoro IliBnen-
HOTro Yelbcy ONpUIIOAHIIH nepinii CBiToBUH iHIEKC Kibep3-
JIOYMHHOCTI, 3T/IHO 3 IKMM YKpaiHa 1ocina apyre Micie micis
Pocii, mo migKpecioe MacTabHICTh MPOOIeMHU I HAIIOT
nepxasi [7]. BaxxiuBuii BHECOK y PO3BHTOK METOJOJIOT ] (-
POBOi KPUMIHANICTUKY 3pOOMIM JOCIiAHUKY, ki y 2025 poui
omnyOJIiKyBaJIl KOMIIJICKCHHU aHaJIi3 POJIi ITYYHOTO IHTEJICKTY
Ta MAIIMHHOTO HABYAHHA B Cy4acHil u@posii kpumiHaic-
i [4]. [xHE AOCHimKeHHS MOKa3ano, IO aBTOMATH3aIlis
mporeciB 300py Ta aHaii3y JOKa3iB 3HAYHO IiJIBUILYE IIBUJI-
KICTh Ta TOYHICTH po3ciigyBaHb [4]. Y poboti 2024 poky,
MPHUCBAYCHIH 1M(POBIH KPUMIHANICTHIN SK 1HCTPYMEHTY
00pOTHOH 3 CyJaCHUMH KiOep3I0YMHAMH, HArOJIOIIY€ETHCS HA
HEeoOXiAHOCTI iHTerpanii OoK4YeH-KpUMIHAIICTUKY, 1HCTPY-
MEHTIB aBTOMAaTH3allli Ta KBAHTOBO-CTIMKMX METOMIB IS
MiJBHUICHHS eQEeKTUBHOCTI po3chiayBanb [19]. VkpaiHchbki
HAyKOBI[I TaKOK aKTUBHO JOCIIDKYIOTH II0 MPOOIeMAaTHKY.
¥ 2024 poui B xxypHasi UNIVERSUM omyGiikoBaHO CTarTIO,
MIPUCBSYCHY METOIaM KPUMIHAJIBHOTO aHai3Yy, JIe aBTOPH PO3-
DISIIAI0Th TEOPETHYHI Ta MPAKTHYHI acleKTH 300py Ta aHa-
N3y IOKa3iB, MpoQiTIOBaHHS 3JI0YMHIB, BUKOPHCTAHHS TEX-
HIYHHX 3ac00IB Ta Cy4acHUX TexHojorii [6]. JocmimxeHHs
2025 poky, TpeAcTaBIICeHE HAa MIXHAPOJAHIH HAyKOBO-TIpaK-
THuHii koH(epeHii B Kam’suerb-IToainscbkoMy, BUCBITIIIOE
pOJIb CydacHUX iH(GOPMALIHHUX TEXHOJOTIH Y HisTTBHOCTI
noutinii, Bkiodatoun ['1C ta anami3 3jmounHHOCTI [14].

Bukian ocHoBHoro marepiany. KpumiHanpHuii ananis
TPaIUIIIHHO BU3HAYAETHCS K IHTEICKTYaIbHO-JIOTIUHA [isTb-
HICTh TNpAIiBHUKIB MPaBOOXOPOHHHX OpPraHiB, IO IOJIATAE
y MOUIYKY, NepeBipli i ominmi iHdopMaii, sika Mae 3HaUCHHS
JUISL PO3KPUTTS 37I04MHIB Ta IXHBOI npodinaktuky [2]. OxgHak
uudpoBa Tpanchopmallis CyCHiIbCTBA JOKOPIHHO 3MiHHUIIA

3a MDKHApOIHUMU CTaHAApTaMU, KpUMiHAIbHUH aHaIi3 —
1€ 3aCTOCYBaHHs ()OPMabHUX aHATITHYHUX T CTATUCTHYHHUX
METO/IiB, & TAKO’K METOOJIOTIT 10 BUBYCHHS 31104nHHOCTI [10].
CydvacHui KpUMiHAJIBHUIA aHaMi3 y cdepi kibep3arpo3 mosu-
HEH OXOIUTIOBaTU HE JIMILE TpajgulliiiHi MeToau, aje i iHHO-
BallilfiHi miaxoau, mo 0a3yloThesl Ha HU(PPOBUX TEXHOJIOTISX.
KibGep3arpo3u BU3HAYAIOTHCS SK TMPOTHIPABHI KapHi il
cy0’ekTiB iH(pOPMAIIITHUX TPABOBITHOCHH, SIKi CTBOPIOIOTH
HeOe3MeKy JKUTTEBO BAXKIIMBUM iHTEpecaM JIFOAUHH, CYCIilb-
CTBa Ta JAEPKaBH, peaizallisl IKHX 3aJeKUTh Bil HAJIEKHOTO
GyHKIIOHYBaHHS  iHGOpPMAIIHUX,  TEICKOMYHIKAI[IHUX
Ta iH}opMamiifHO-TeNeKoMyHIKaiHHIX cucteM [9]. OcHo-
BHHMH BHJIAMH 3arpo3 € IIKi/UTHBE IPOorpaMHe 3a0e3NeUeHHS,

MporpaMu-BrUMaradi, (ilMHT, BHYTpimHI 3arpo3u ta DDoS-
araxu [9].

Hudposa KpuMiHANTICTHKA CTajla KIIOYOBUM €JIEMEHTOM
METOROJIOTi KPUMIHAIBHOTO aHaNi3y Kibep3iaouuHiB. 3rigHo
3 nociimkeHHsaM 2025 poky, mpoiec UPPOBOT KpUMiHalic-
THKH BKJIFOYA€ KiIbKa €TalliB: ieHTH(]IKALI0 MOTCHIIIHHIX
Jokepen HUQpoBUX T0Ka3iB (KOMIT I0TepH, cMapTQOHH, IJIaH-
IIETH, CepBepH), 30epexkeHHs NaHuX Oe3 iX 3MiHU, aHaMi3
310paHoi iH(popMallil Ta Mpe3eHTAIli0 pe3ybTariB y Gopmari,
MPUIATHOMY JUIS CYyIOBOTO po3rsiay [12].

CydacHa MeTonoioris HU(QpPoBOi KPUMIHATICTUKH OXO-
IUTIOE JIeKiJbKa Creliani3oBaHux HampsAMmKkiB. Komm’iorepHa
KpUMIiHaJICTHKa 30CEpe/PKeHa Ha aHai3l TUCKOBUX HAKOIHU-
YyBaviB Ta METAJaHUX IS BIJICTEKEHHS aKTHBHOCTI KOPUCTY-
BaYiB, BiJIHOBJICHHS BUJAIICHUX JAHUX Ta BUSBJICHHS HECAHK-
uioHoBaHoro goctyny [12]. MoOinbHa KpUMiHaJIiCTHKA
CTHKAETHCS 3 OCOOTMBHUMHU BUKIIUKAMH Yepe3 PI3HOMAHITHICTh
MPUCTPOIB, OTNIEPALIIITHUX CHCTEM Ta MOKIIMBOCTI BiIJaJIEHOTO
BUAalieHHs AaHuX [12]. MepexeBa kpuMiHaiicTuKa repenoa-
Yae 3aMuc Ta aHali3 NaKeTiB IaHHUX [UI BUSBICHHS BTOPIHEHb
Ta Mi103piioi akTuBHOCTI [12].

VY nociimxenni Soni N. 2025 poky BHIUISETHCS TPH OCHO-
BHIi KaTeropii BUKIMKIB y HU(POBii KpUMIHAIICTUIII: TEXHIUHI
BUKJIUKY (YNPaBIiHHS BEIUKUMH OOCATaMH AaHMX, MIH(D-
pyBaHHs Ta 00dyckaiis, HOBI TexHomorii [oT Ta Oi0KueiH),
IOPUANYHI BUKIUKA (TPaHCKOPIOHHI PO3CITiTYyBaHHS, IPH-
HHATHICTH JTOKa3iB, MpoOiIeMu KOH(iNEeHIIHHOCTI) Ta eTHYHI
BUKIUKY (ynepemxeHicts II-iHcTpyMeHTiB, 6anaHc MK po3-
CITiTyBaHHSIM Ta IpaBaMu ocobu) [12].

[HTeTpAallist INTYYHOTO IHTENEKTY Ta MAITMHHOTO HABYAHHS
PEBOMIOLIOHI3YBaJIa METOZOJIOTII0  KPUMIHAJIBHOTO — aHa-
mi3zy kibep3nounHiB. Y nocmimkenHi A. Djenna, E. Barka,
A. Benchikh, K. Khadir [III-cucremu 3natHi aHanizyBaTH AaHi
B peaJbHOMY Yaci Ha Maciuradax, HeAOCSHKHUX [UIS JTIONUHY,
MIBUJKO 1MEHTH(IKYIOUH MiTO3piTi TEHICHIIi Ta IIKi[UTHBe
nporpaMmHe 3abe3nedeHHs [3].

[IpornoctnyHa ananituka Ha ocHoBi LI no3Bonse nepen-
0avyaTy TOTEHINMHI 3arpo3W Ha IiJACTaBl iCTOPHYHHX TEH-
JeHmiii. Moneni MallMHHOTO HaBYaHHS aHANI3YIOThb BEJHKI
Ha0OPHU JaHUX 3 Pi3HUX JAXKepeJl, BKIIOYalouH OoIepeaHi 3BiTH
PO IHIMJCHTH, XypHAJIU OE3MEKH Ta MAaTEPHU MEPEKEBOrO
TpadiKy, BUABIAIOUA TPEHIU Ta 3akoHOMipHOCTI [16]. Cuc-
TEMH MOXXYTh BHUKOPHCTOBYBATH IIi TPEHAW IJISI IPOTHO3Y-
BaHHS TOTO, KOJIU Ta SIK BiOYyThcs MailOyTHI 3arpo3u, BCTa-
HOBJIIOIOYM aBTOMATH3allil0 SK NMPEBEHTHBHUI 3axij IIe /10
Marepianizaiii 3arposu [16].

VY mocmimxenni Nachaat Mohamed 2025 poxy memoH-
CTPY€EThCS €PEKTUBHICTD KOHBOJIOLIHHUX HEHPOHHUX MEPEx
y BUSIBIICHHI BTOPI'HEHb Ta MiABUILEHH] Oe3meku Mepesxi [20].
II-iHCTpyMEHTH aBTOMAaTHYHO BHM3HAYAIOTh, YH € Crpoba
BXOAY B CHCTEMY CHPaBXHBOIO, JOMOMAraroud 3amodiratu
TakUM TaKTHKaM KiOEp3JIOYMHHOCTI, SIK aTaku rpy0oi cuin
Ta miaMiHa oOmikoBux naHux [20]. YV cdepi 3axucry enek-
TponHOi nmomTu Il aHami3zye KOHTEHT Ta KOHTEKCT IMOBIiJO-
MJICHb JUISl IIBUJIKOTO BHUSIBICHHS O3HAK (DiIIMHTY, TaKHX SIK
HifApoOJIEHHs eIEKTPOHHOI MOLITU Ta HEMPABUIBHO HAalUCaHi
JIoMeHHi iMeHa [17].

leneparuBamii Il BucTymae mNOTYXHHM COIO3HUKOM
y 60poTh0i 3 Kibep3arpo3amMu, CTBOPIOIOUH PEATTICTUYHI CUMY-
TSI, TPOTHO3YIOUM ClLieHapii aTak Ta MOKPAL[ylo4d BHSB-
neHHs 3arpo3 [18]. BiH Moxe reHepyBaTH CHHTETHUYHI JIaHi,
10 IMITYIOTh peajbHi MaTepHH aTak, PO3LIMPIOIOYH HAaBYAIbHI
JaHi JUIs MoIeNied MallMHHOTO HaBYaHHS Ta MOKpaIly-
104d TXHIO 3JaTHICTb ieHTU(]IKyBaTH HaBITh TOHKI ab0 HOBi
3arposu [18].

HesBaxkaroun Ha 3HAUHHWH TNPOTPEC, METOIOJIOTIS KpH-
MIHQJILHOTO aHaJi3y KiOep3JIOUMHIB CTUKAETHCSA 3 YHCIICH-
HuMmu Bukiaukamu. Y crarri Kevin Poireault 3a3Hadaernes,
IO KiOep3/OYMHILI IIBUAKO aJalTyIOThCS O HOBHX 3aXMC-
HUX TEXHOJIOTIH, BUKOpUCTOBytouu BiacHi IIII-iHcTpymMeHTH
JUISE CTBOPEHHsI OUITBIN CKIIAJHUX aTak [4]. 3a maHUMH 3BITY
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SlashNext State of Phishing Report 2023, kinbKicTh MIKiJ-
JIUBUX (IIIMHTOBUX €JIEKTPOHHUX JIMCTIB 3pocia Ha 1265%
3 ueTBepToro keaprainy 2022 poky, 3HAYHOI MIipol 4Yepe3
ukopucranus LI-incrpymentis [17].

BaxnuBoro mpoOIEeMOI0 3aNUINAEThCS TPAHCHALIOHAIb-
HUil Xapakrep KkiGepsnouuHHOCTi. KiGep3nouuHIi MOXyTh
IisiTé 3 OyIb-sIKO1 TOYKU CBiTY, a XKEPTBH MOXYThH Iepeldy-
BaTH B iHIIH KpaiHi, 110 CTBOPIOE IOPUCAUKIIHHI KOHQIIIKTH
Ta YCKIAIHIOE po3ciigyBaHHs [7]. B ykpaiHCBKHX peaisx
JOCTYII 1O JOKYMEHTIB Ta peuei Mifo3ploBaHuX 311HCHIOEThCS
BiZMOBiAHO 10 crarTi 159 KpuMiHanbHOTO MpolecyanbHOro
KOZIeKCY YKpaiHH, 1[0 MOKE He 3aBXKIH BiIIIOBIJaTH MIBUAKO-
CTi, HEOOXiTHIH /11 po3CiTiayBaHHs Kibep3mouuHiB [5].

V¥ cBoeMy JocnipkeHH] Sarker Ta CHiBaBTOpH BUSIBIAIOTH
npoOneMy poOOTH 3 BETMYE3HUMH 00CsATaMH HUPPOBUX JTOKa-
3iB, MIM(PYBAHHAM, IO YCKIAIHIOE aHAII3, Ta TEXHOJIOTISIMU
AQHTU-KPUMIHATICTHKH, $IKi BHKOPUCTOBYIOTH 3JIOYMHIN ISt
npuxoByBaHHs ciifgiB [11]. Cepennst BapTiCTh BUTOKY JaHUX
y 2023 poui cranosuna 4,45 Mminbiiona nomnapis CIIA, mo Ha
15% mnepeBuILy€e MOKa3HUKH OCTAHHIX TPHOX POKIB, IO CBix-
YHTH [TPO 3pOCTAI0YY CKJIAIHICT Ta BAPTICTh KiOCPIHIIUICHTIB.

Jns minBuieHHs e(QEeKTHMBHOCTI KPHMIHAJIBHOTO aHa-
Ji3y B YMOBax 3pOCTaHHs Kibep3arpo3 HeoOXiJHa iHTerpamis
JEKIIbKOX 1HHOBamiiHKUX migxoxiB. Y mocmimkenHi The Role
of Artificial Intelligence and Machine Learning in Enhancing
Cybersecurity against Cybercrime peKOMEHAY€ETHCSI BUKOPHUC-
TaHHS IPOrHOCTUYHOrO aHami3zy Ha ocHoBi I ns monepen-
JKEHHS 3JI0YMHIB, BIIPOBAIKEHHSI CHCTEM PAaHHBOTO TIOTEpea-
JKSHHSI PO HOBI KiOep3arpo3u Ta 3aCTOCYBaHHS MOBEIIHKOBOT
AQHAJIITUKY JU1s1 BUSIBIICHHS 1103piJI0i oBeniHku [16].

BaxnuBuUM HaNpsIMKOM € PO3BUTOK MDKBITOMYOI Ta MiX-
HaponHoi criBnparti. [Ipoext CyberUA Pagu €Bponu, sikuit
nie B Ykpaini 3 2025 poky, cnpsMOBaHHMN Ha TOKpPAIICHHS
OOpOOKH ENEeKTPOHHUX [OKa3iB Uil BUKOPUCTAHHS B KpU-
MiHAJTBHUX MPOBAKEHHSX, MMOB’SI3aHUX 3 BOEHHUMH 3JI0YH-
HaMH{ Ta TpyOMMU MOPYIIECHHSAMH HpaB JIOAWHHU B KOHTEKCTI
pociiicekoi arpecii npotu Ykpaiau [15]. TIpoekt 3minHI0€
MOXKJIMBOCTI KPHMIHAIIBHOTO MPaBOCYIAS YKPaiHCHKUX Ipa-
BOOXOPOHHUX OPraHiB, IPOKYPOPIB Ta CYI0BOI CUCTEMH IIO/I0
pOOOTH 3 eleKTPOHHUMHU JIoKa3amu [15].

TakTHYHAN KpUMiHAJBHUHA aHaNi3 MOBHHEH BKIIOYATH
aHaJIi3 KPIMIHOTEHHOI CHTYaIlii Ha KOHKPEeTHIIl TepuTopii 3a
HEBEIMKUI MPOMIXKOK 4Yacy, BCTAHOBJIECHHs TEHJCHIIH 3I10-
YHHHOCTI, BU3HAYCHHS MICI[b KOHIIGHTpAIil BUMHEHHS 3JI0-
YHHIB Ta MpodintoBaHHs migo3proBanux [8]. Crpareriynuit
KpUMIiHaJbHUI aHalli3 COPSMOBAHUIA HA BUSIBJICHHS TCHICH-
i, 3aKOHOMIPHOCTEH Ta IPOrHO3YBAHHS PO3BUTKY CUTYaIil
3a BEJIMKHUHU TIepiofl Yacy, 10 TO3BOJISE PUIAMAaTH CTpaTeriuHi
YIPaBIIHCHKI PIICHHSI IOI0 PO3MOIiTY CHII Ta 3aco0iB [8].

VYV mepmiomy kBaptam 2025 poky Cucrema BHSBICHHS
Bpa3NUBOCTE YKpaiHu 3ilicHHIA aHami3 MoHaj 2,7 Mijb-
vioniB moxid [1]. HaiimommpeHimumu tHnamu arak Oyiu
CKaHyBaHHS MeEpEXk, CIpPOOH eKCIUIyaralii Bpas3IMBOCTEH,
3’€THAaHHs 31 LIKI[UIMBUMHU PEeCypcaMH Ta 3apa)KeHHs IIKia-
JIMBUM IIporpaMHuM 3abesnedeHHsM [1]. Yactuna arax Oyna
30iliCHEHa OPraHi30BaHUMH NPOPOCIHCHKMMH XaKePCHKHUMHU
yrpymnoBanasivu, Takumu sk UAC-0010, UAC-0202, UAC-
0006, OCHOBHOIO METOIO SIKHX 3aJTUINAIOTHCS JepIKaBHi ycTa-
HOBU Ta 00’ €KTH KpUTHYHOI iHppacTpykTypu [1].

JIbBiBchbKa oOOJacHa BiliChKOBa aaMIHICTpallisi y Mexax
peanizanii Aep)kaBHOI MONMITHKH KibepOe3mneku 3ampoBa-

JTUJIa KOMIUICKCHUH MiIXiJ A0 3aXUCTy iH(popMamiiHuX cHc-
tem [1]. Inrerparis B CucTeMOr0 BUSIBJICHHS Bpa3iUBOCTEH
JI03BOJIMJIA 3aPOBAAUTH MPOAKTUBHY MOJEIb KiOep3axucry,
KOJI 3aTpO3H BHUABIAIOTHCS A0 TOTO, SIK BOHHM NPU3BOISATE 10
iHuaeHTiB [1]. PerymnsipHuii aHanis momii, aynuT Bpa3IuBOC-
Tell Ta TicHa cmiBmpans 3 ¢axiBigMH [[epKaBHOTO ICHTPY
Kibep3axuCTy CTaJId YaCTUHOIO 1I0JeHHO1 pobdoTH [1]. 3rigHo
3 gocmimpkeHHsM 2023 poky, Jlenaprament kidepmominii Hari-
OHAJIBHOT MOMIIiT YKpaiHu BiAMOBIIA€E 3a peanizailito AepiKaB-
HOT TOJITHKH Y 00pOThOi 3 KiOEP3JIOUMHHICTIO Ta OPraHi3o-
By€ I NMPOBOMUTH ONEPATUBHO-PO3IIYKOBY IisIbHICTH [13].
JlemapTaMeHT TakoX BiIIOBiAa€ 3a MiATOTOBKY BUCOKOKBAi-
(hikoBaHHUX (haxiBLiB B €KCIIEPTHUX, OTICPATUBHUX Ta CIITYUX
MiAPO3/IiIax, 3MaTHUX 3aCTOCOBYBATH HAWHOBIIII TEXHOJOTIT
Ha BUCOKOMY IpodeciiiHomy piBHi [13].

MiKHapOgHUH NOCBiA IEMOHCTPY€E €(EeKTHUBHICTh KapTo-
rpadyBaHHS 3I0YMHHOCTI K METOLy KPUMIHAJIBHOTO aHAi3y
[14]. JQunamika 3J0YMHHOCTI PO3PAaXOBYEThCS Ha IMiACTaBi
MOKa3HUKIB 0e3po0iTTsd, 3MIHU CHIBBIIHOLIEHHS MiCBKOIO
Ta CUTLCHKOTO HACEJICHHS Ta IHIIUX JeMorpadivyHux i mpocTo-
PpOoBHX (HAKTOPIB, 110 CHPHUSIE PO3pOOILIi ePEeKTUBHUX CTpaTeTii
npotuii [ 14].

BucHoBku. MeTozomnorist KpUMiHAJIBHOTO aHaNi3y B yMO-
BaX 3pOCTaHHs Kibep3arpos noTpedye KOMILIEKCHOI TpaHchop-
Mallii, 1o 0a3yeThcsl Ha iHTErpaii TpaguIiiHUX KpUMiHaTic-
THYHUX TIJXOIIB 3 IHHOBAI[ITHUMHU TEXHOJIOTISIMU IITYYHOTO
IHTEJIEKTY, MAIIMHHOTO HABYAHHS T4 BENUKUX JaHHX. Edek-
TUBHA IIPOTUJIS Cy4acHiH KiOep3I04MHHOCTI MOXIIMBA JIMIIIE
32 YyMOBM CHCTEMHOTO BIPOBA/KEHHS HOBHUX METOAIB aHa-
T3y, sIKi TO3BOJSIOTH TPALIOBATH 3 BEIMUYE3HUMH OOCSTaMu
IU(POBUX JaHUX, BUSIBISITH CKJIAJHI MATEPHHU 3ITOYHHHOT
JUSUTBHOCTI Ta MPOTHO3yBaTu MaiOyTHI 3arposu. KitouoBumu
HaNpsMKaM{ BIOCKOHAJICHHSI METOMOJOTI] €: BIIPOBAKEHHS
[I-cucteM st aBTOMaTH3a1lii BUSIBICHHS Ta aHAi3y Kibep-
3arpo3; po3BUTOK LUGPOBOI KPUMIHATICTUKY 3 aKLIEHTOM Ha
MOO1IbHY, MEPEKEBY Ta XMApPHY KPUMIHAJIICTUKY; CTBOPEHHS
CHUCTEM MPOTHOCTUYHOI AHANITUKA HA OCHOBI MAIIMHHOTO
HABYAHHS; 3MII[HEHHS MIXBIZIOMYOi Ta MIKHApOTHOI CIIiBII-
pali B pO3CIifyBaHHI TPaHCHALIOHAJIbHUX KiOEp3IOUYMHIB;
IiABUILCHHS KBallidikawii (axiBLiB IPaBOOXOPOHHUX OPTraHiB
y cepi cyuacHux iHpopMmariitHux TexHonorii. Jlocsin Ykpa-
{HHM, 30KpeMa (yHKLIOHYBAaHHS CHCTEMH BUSBICHHS Bpa3ili-
BOCTEH Ta MPOAKTUBHUH MiAXi] 1O Kibep3axuCTy, AEMOHCTPYE
MOJKJIMBICTE €()EKTHBHOTO BIPOBAKCHHS CYyYaCHUX METOMIB
KpUMIiHAJIBHOTO aHaNi3y HaBiTh B yMOBax 30poiHOI arpecii.
OpnHaK 3aJHMIIAI0THCS BUKIIMKH, TI0B’s3aHi 3 IIBUAKHM PO3BH-
TKOM TEXHOJIOTiH, SIKi BAKOPUCTOBYIOTH KiOEP3IOUHHII, FOPHC-
JTUKIIHHAME KOHQIIKTaMU B TPaHCKOPAOHHHUX PO3CIIiAyBaH-
HSX Ta HEOOXiOHICTIO MOCTIMHOTO OHOBJICHHS TEXHIUHOI 0a3u
Ta METOAOJIOTIYHUX IIiIXOMIB.

[MepcriekTHBaMy MOAANBIINX JIOCITIPKEHB € BABYSHHS MOXK-
JIMBOCTEH 3aCTOCYBaHHS KBAHTOBUX TEXHOJIOTIH Y KpUMiHAIIb-
HOMY aHali3i, po3poOka meroniB nporuaii LII-renepoBanum
kibep3arpo3am, BKJIHOYArOYM JUM(EHKH Ta aBTOMAaTH30BaHI
(IIMHTOBI aTaKH, a TAKOXK YA0CKOHAJICHHS IIPABOBHX MEXaHi3-
MiB po00TH 3 IM(PPOBUMH J0Ka3aMHU Ha MIKHAPOIHOMY PiBHi.
Inrerparis Onok4elH-TeXHONOTIH A 3abe3nedeHHs Lidic-
HOCTI JIaHIIIOTa JI0Ka3iB Ta po3BUTOK MeTofdiB Explainable Al
JUTSL T IBUILIEHHS TIPO30pOCTi Ta AoBipH 1o II-cucrem y cymo-
BHUX IIpolecaxX TAKOX € BaXJIMBUMH HapsiMKaMH MalOyTHIX
HAyKOBHUX PO3pOOOK.
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